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Business 
name of 
the actor 

Role in the 
hosƟng service 
(Host/Processor 
of the Host) 

HDS cerƟfied (yes / 
no / exempted) 

SecNumCloud 3.2 
qualified 

HosƟng 
acƟviƟes in 
which the 
player is 
involved 

Access to personal health data from 
countries outside the European Economic 
Area, by the Host or one of its processors 
(Requirement No 29 of the HDS 
framework) 

Host or processor 
subject to a risk of 
access to personal 
health data from 
countries outside the 
European Economic 
Area, imposed by the 
legislaƟon of a third 
country in breach of 
EU law (Requirement 
No 30 of the HDS 
framework) 

Cloudflare ☐ Host  
☒ Processor 

☐ Yes 
☒ No 
☐ Exempted 

☒ Yes, no risk of 
unauthorized 
access to data 
covered by HDS 
framework 
Requirement No 
30 
☐ No 

Network 
security and 
load 
balancing 

☒ Yes 
☐ No, no access to data from a country 
outside the European Economic Area 
 
If yes, specify the country concerned: 
☒  covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: 
USA.  
Also refer to the documentaƟon on the 
Cloudflare website regarding the GDPR  
hƩps://www.cloudflare.com/trust-
hub/gdpr/ 
 
☐ not covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: XX (specify country)  

☐ Yes 
☒ No 

MicrosoŌ 
Ireland  
(opƟonal) 

☐ Host  
☒ Processor 

☒ Yes 
☐ No 
☐ Exempted 

☐ Yes, no risk of 
unauthorized 
access to data 
covered by HDS 
framework 

Azure AI 
services 

☐ Yes 
☒ No, no access to data from a country 
outside the European Economic Area 
 
If yes, specify the country concerned: 

☐ Yes 
☒ No 



Requirement No 
30 
☒ No 

☐  covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: 
 
☐ not covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: XX (specify country) 

Google 
Ireland 
(OpƟonal 

☐ Host  
☒ Processor 

☒ Yes 
☐ No 
☐ Exempted 

☐ Yes, no risk of 
unauthorized 
access to data 
covered by HDS 
framework 
Requirement No 
30 
☐ No 

TranscripƟon 
for Voice APIs 

☐ Yes 
☒ No, no access to data from a country 
outside the European Economic Area 
 
If yes, specify the country concerned: 
☐  covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: 
 
☐ not covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: XX (specify country) 
 

☐ Yes 
☒ No 

AWS EMEA 
SARL 
(opƟonal)  

☐ Host  
☒ Processor 

☒ Yes 
☐ No 
☐ Exempted 

☐ Yes, no risk of 
unauthorized 
access to data 
covered by HDS 
framework 
Requirement No 
30 
☒ No 

TranscripƟon 
for Voice APIs 

☐ Yes 
☒ No, no access to data from a country 
outside the European Economic Area 
 
If yes, specify the country concerned: 
☐  covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: 
 
☐ not covered by an adequacy decision 
within the meaning of ArƟcle 45 of the 
GDPR: XX (specify country) 

☐ Yes 
☒ No 
 

 

 

 


